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MOREnet is providing this information and 
guidance, in consultation with the 
Department of Elementary and Secondary 
Education (DESE), to assist districts and 
charters with successful alignment to 
Standard L10 E in the Missouri School 
Improvement Program (MSIP) 6 Standards.



MSIP 6 STANDARD

School Safety L10 - The school system actively addresses 
school safety and security in all facilities

E. The school system implements a cyber/privacy security 
plan, utilizing nationally accepted standards



To successfully meet this standard, the school district 
will document its plans to implement these Top 10 
items, at a minimum.

The following industry accepted information security 
frameworks were referenced in the creation of this 
document: 

NIST-National Institute of Standards and Technology
• SP 800-53, 171, CSF –Cybersecurity Framework

CIS Controls –Center for Internet Security







CIS Control 5- Account management
CIS Control 6- Access management
NIST SP 800-63C



CIS Control 6-Access Control Management
NIST SP 800-63c
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CIS Control 14-Security Awareness and Skills 
Training
NIST SP 800-50



CIS Control 10-Malware Defenses
NIST SP 800-83



CIS Control 7-Continuous Vulnerability Management
NIST SP 800-40



CIS Control 5 Account Management, 6-Access 
Control Management, NIST 800-53



CIS Control 17 - Incident Response 
Management, NIST SP 800-61



CIS Control 3 ςData Protection
NIST Privacy Framework
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